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After taking this course my previous stance of strong security being critical to success was only solidified. In my career and in previous courses we learned about implementing security early in the development life cycle and this course was very useful in outlining what that means when it comes to developing new software. I know a lot of people that are looking to improve their security. They see the price for what is recommended, and they tend to shy away from implementing it. That is, balancing those scales is so important for security professionals. You naturally want to make a system or app as secure as possible, but you need to weigh out what is worth spending money on. It is fantastic that we have some really critical security measures that can be put in place for little or no cost things like zero trust and triple A are built into most modern apps that the place you work for already pays for they just need to be configured to use. In my experience these are must haves in the modern office. When it comes to designing secure software, I would highly recommend that you keep a notebook or a web tab up during your design process just to reference back to when you inevitably fail a test and need to go back and remediate depending on the unit test or the static test software you use it may even include this link for you in the report.